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Guide for System Center Management Pack for Windows Azure Fabric 
This guide was written based on version 1.1.42.0 version of the Management Pack for Windows Azure.

Guide History

	Release Date
	Changes

	Oct 2013
	Original release of this guide

	Dec 2013
	Minor bug fixes 


Supported Configurations

This Management Pack requires System Center 2012 Service Pack 1 (SP1) – Operations Manager or System Center 2012 R2 Operations Manager. A dedicated Operations Manager management group is not required.

	Configuration
	Support

	System Center Operations Manager 2012
	Service Pack 1 or R2 is supported by this management pack

	Upgrade from the 6.1.7724.0 version of the Windows Azure Monitoring Management Pack
	Not supported. 

	Coexistence with the 6.1.7724.0 version of the Windows Azure Monitoring Management Pack
	Supported

	Azure Communication
	Management Server Pool require to communicate with Azure

	Clustered servers
	N/A

	Agentless monitoring
	Not supported/not tested

	Virtual environment
	N/A


Management Pack Scope

The Management Pack for Windows Azure enables you to monitor the availability and performance of Azure fabric resources that are running on Windows Azure. The management pack runs on a specified server pool and then uses various Windows Azure APIs to remotely discover and collect instrumentation information about a specified Windows Azure resource, such as a Cloud Service, Storage, or Virtual Machines. The Management Pack for Windows Azure provides no functionality on import. For each Windows Azure subscription that contains Azure resources you want to monitor, you must configure discovery and monitoring by first using the Windows Azure wizard in the administration section of the Operations Console, then the Windows Azure Monitoring template in the authoring section of the Operations Console. For more information, see Configuring the Management Pack for Windows Azure Fabric.

After configuration, the Management Pack for Windows Azure Fabric offers the following functionality:

· Discovers Windows Azure Cloud services.

· Provides status of each role instance.

· Collects and monitors performance information per role instance.

· Collects and monitors Windows events per role instance
· Collects and monitors the .NET Framework trace messages from each role instance.

· Grooms performance, event, and the .NET Framework trace data from Windows Azure storage.

· Changes the number of role instances.

· Discovers Windows Azure Virtual Machines
· Provides status of each role instance of the Virtual Machine
· Discovers Windows Azure Storage

· Monitors availability and size of each Storage and optionally alerts
· Discover relationships between discovered Azure resources, to see which other resources a particular Azure resource uses. This information is then displayed in a topology dashboard

· Monitors management and cloud service certificates and alerts if the certificates are about to expire

· Includes a new Distributed Application template that lets you create distributed applications that span Azure as well as on-premise resources, for Hybrid monitoring scenarios.

· Includes a set of dashboards for the Hybrid monitoring scenarios

Monitoring a Large Number of Azure Instances

The Operations Manager Management Pack monitors memory usage of the proxy agent. If you are monitoring more than 500 Windows Azure instances from a particular agent, you should increase the threshold for the Monitoring Host Private Bytes Threshold monitor to 350 MB or higher.

Prerequisites

The following requirements must be met to run this Management Pack:

· You must have an Operations Manager 2012 SP1 or later environment, this Management Pack will not import on Operations Manager 2007 R2 or Operations Manager 2012 RTM.
· At least one machine in your server pool must have internet connectivity in order to be able to communicate with Windows Azure
· Windows Azure Diagnostics must be enabled. For more information about Windows Azure Diagnostics, see Collect Logging Data by Using Windows Azure Diagnostics (http://go.microsoft.com/fwlink/?LinkId=186765).

· Windows Azure Diagnostics must be configured to forward diagnostic data to a Windows Azure storage. For more information about configuring Windows Azure Diagnostics, see Transferring Diagnostic Data to Windows Azure Storage (http://go.microsoft.com/fwlink/?LinkId=191347).
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Important 

The connection string for Windows Azure Diagnostics must be specified in the service configuration file (.cscfg) and should not be hardcoded in the application. By default, the Management Pack for Windows Azure Applications references the DiagnosticsConnectionString setting name in the service configuration file. If a different name is used in the service configuration file, you must override the Diagnostics Storage Account Setting Name parameter for Windows Azure Hosted Service Total Discovery.

You must manually ensure that the prerequisites are met. The management pack does not validate that prerequisites are met.

Mandatory Configuration

By default, this Management Pack does not provide any functionality on import. In order to monitor Azure resources, you must go through the following steps

Discovering Azure Resources

After importing the Management Pack into your environment, you will need to provide information about the subscriptions that have resources that you would like to monitor. To do this, navigate to the Administration pane in the Operations Manager Console, and then navigate to the “Windows Azure” node and enter the subscription id, certificate and certificate password.

This will discover all Azure resources in this subscription, but will not monitor them by default. The discovery includes Cloud Services, Storage, and Virtual Machines.
Choosing the resources to monitor
After you have completed the Administration wizard, you will need to specify which discovered Azure Resources you want to monitor. Do this by navigating to the Authoring Pane of the Operations Manager Console and selecting the Windows Azure Monitoring template.
Files in this Management Pack
The Management Pack for Windows Azure Fabric includes the following files: 

· Microsoft.SystemCenter.WindowsAzure.mpb
· Microsoft.SystemCenter.WindowsAzure.SLA.mpb
· MPGuide_AzureMP.doc
Management Pack Purpose

In this section:


Monitoring Scenarios

How Health Rolls Up
For details on the discoveries, rules, monitors, views, and reports contained in this Management Pack, see Appendix: Management Pack Contents.

Monitoring Scenarios

	Monitoring scenario
	Description
	Associated rules and monitors

	Role Instance Availability and Status
	This scenario monitors the role instance health of each role instance as reported by Windows Azure
	
Windows Azure Role Instance Status Monitor
 

	Role Instance Performance
	This scenario monitors the CPU and Memory utilization of each role instance
	· Available Megabytes of Memory
· Total CPU Utilization Percentage

	Scale up/down
	This scenario enables you to scale up or down the number of role instances per role, by using a task
	· Change number of role instances (task on the Role)

	Virtual Machine Availability and Status
	This scenario monitors the role instance health of each Virtual Machine instance as reported by Windows Azure
	· Virtual Machine Status Monitor

	Storage Availability
	This scenario monitors the availability of the Storage endpoint
	· Storage Account Availability Monitor

	Storage Size
	This scenario monitors the size of the storage and optionally alerts if the size of the storage is too large
	· Storage Account Size Monitor

	Topology Dashboard
	This scenario allows you to see how your monitored Azure resources are related to each other
	· Topology dashboard
· Service Vicinity dashboard

	Certificate health
	This scenario monitors certificate expiration of management and hosted service certificates and alerts if the certificates are about to expire
	· Windows Azure Subscription Certificate Expiration Monitor
· Windows Azure Hosted Service Certificate Expiration Monitor

	Hybrid Application definition and monitoring
	This scenario allows you to model a hybrid application using a new Distributed Application template and track availability and capacity of the application using provided dashboards
	· Availability Dashboard
· Capacity and Resource Utilization Dashboard


How Health Rolls Up

The following diagram shows how the health states of objects roll up in this Management Pack. 
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Viewing Information in the Operations Console

The Management Pack for Windows Azure Fabric defines the following views which are displayed in the Monitoring workspace under the Windows Azure folder:
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Azure Resource Inventory Views - shows all discovered resources for the subscriptions you have specified (you specify subscriptions where you want to discover resources by running the wizard in the administration space)
· Monitored Azure Resources Views – shows the state of all Azure resources you have chosen to monitor (you specify resources to monitor by running the wizard in the authoring space)

· Active Alerts View – shows all active alerts for Windows Azure monitored resources
· All Alerts Last 24 hours – shows all alerts generated in the last 24 hours for Windows Azure monitored resources

· Service State – shows state of applications defined using the new Distributed Application template. Note that this view is empty until at least one such distributed application is defined
· Topology Dashboard – shows how your services are “connected”
· Performance views – shows the following for all role instances


ASP.NET performance


Disk Capacity


Memory Utilization (Physical)


Network Adapter Utilization


Processor Performance


Role Instance Performance (All counters

· Storage Account Size

Grooming Data from Windows Azure Storage Services

Windows Azure Diagnostics writes performance and event information to Azure Storage, but does not delete it. This means that the tables in the Windows Azure storage will continue to grow unless the data is groomed. The Management Pack for Windows Azure Fabric provides three rules that control data grooming:


Windows Azure Role NT Event Log Grooming


Windows Azure Role Performance Counter Grooming


Windows Azure Role .NET Trace Grooming

By default, these grooming rules are disabled. If you do not want Operations Manager to periodically groom data from Windows Azure Storage Services, use overrides to enable the rules. By default, the enabled rules run every 24 hours. 

You can use the event log on the root management server to track data grooming. Event 34023 is logged when grooming starts. Event 34014 is logged when grooming is completed, and the event includes the count of deleted rows and the time when grooming occurred.
Configuring the Management Pack for Windows Azure

The Management Pack for Windows Azure Fabric provides no functionality on import. You must configure discovery for each Windows Azure application that you want to monitor by performing the following tasks:

1.
Enable Windows Azure Diagnostics for the application that you want to monitor. For more information about Windows Azure Diagnostics, see Implementing Windows Azure Diagnostics (http://go.microsoft.com/fwlink/?LinkId=186765).

2.
Configure Windows Azure Diagnostics to forward diagnostic data to your Windows Azure storage. For more information about how to configure Windows Azure Diagnostics, see Transferring Diagnostic Data to Windows Azure Storage (http://go.microsoft.com/fwlink/?LinkId=191347). 

3.
Upload a valid X509 certificate in .cer format to the Windows Azure developer portal to enable use of the Windows Azure Management API. For more information, see Introducing the Windows Azure Service Management API  (http://go.microsoft.com/fwlink/?LinkId=201016) on the Windows Azure team blog.

4.
Configure discovery by running the administration wizard. For information, see How to Configure Discovery.

5.    Configure monitoring by running the monitoring wizard. For more information, see How to Configure Monitoring. 

6.
Use the MP Authoring tools to create additional collection rules and monitors.
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 To configure discovery

	1.
Log on to the computer on which the Operations console is installed using an account that is a member of the Operations Manager Administrators role.

2.
In the Operations console, click Administration.

3.
At the bottom of the navigation pane, click Windows Azure.

4.
Under Required Configuration Tasks, click Add subscription.

5.
On the Subscription Configuration page, enter a subscription id, provide a path to the certificate file, and provide the certificate password. Then click Next.

Note that the wizard tries to communicate with Windows Azure at this stage to validate the information you provided. The wizard will not let you finish until the provided credentials have been validated.

6.
On the Server Pool page, as shown in the following illustration, select a resource pool to communicate with Windows Azure. The resource pool must have Internet access. If you use a proxy server in your environment for internet access, select Use a proxy server to connect and enter the proxy address. If no proxy server is selected, your IE proxy settings will be used. Click Add Subscription.
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7.
On the Summary page, confirm the settings, and then click Add subscription. 
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To verify configuration of discovery

	Note that discovery may take 5-10 minutes to complete.
1.
In the Monitoring workspace, in the Windows Azure folder and the Azure Resource Inventory folder, click Discovered Deployment and verify that the deployments that are part of your subscription are listed in the results pane. Do similar checks for the Discovered Cloud Services, Discovered Virtual Machines, Discovered Storage, Discovered Role Instance, Discovered Roles, Discovered SQL Azure Instances, and Discovered Subscriptions views.




If the application that you added is not displayed correctly when you verify the configuration, check the Operations Manager event log for related events such as the password being incorrect.
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 To configure monitoring

	1.
Log on to the computer on which the Operations console is installed using an account that is a member of the Operations Manager Administrators role.

2.
In the Operations console, click Authoring.

3.
At the bottom of the navigation pane, click Add monitoring wizard.

4.
In the Add Monitoring Wizard, select the Windows Azure Monitoring monitoring type, and then click Next.

5.
On the General page, enter a name and description. Select an existing or new management pack in which to save the discovery, and then click Next.
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Note 

By default, when you create a management pack object, disable a rule or monitor, or create an override, Operations Manager saves the setting to the Default Management Pack. As a best practice, you should create a separate management pack for each sealed management pack that you want to customize, instead of saving your customized settings to the Default Management Pack. For more information, see Customizing Management Packs (http://go.microsoft.com/fwlink/?LinkId=140601).

6.
On the Subscription page, select the subscription for which you want to specify resources to monitor. Note that this list will only contain subscriptions you have specified in the wizard in the administration section. Then click Next. 

7.
On the Cloud Services page, click Add and search for Cloud Services and Deployments you would like to monitor. Add them for monitoring by selecting them and choosing Add
8.   On the Virtual Machines page, click Add and Search for Virtual Machines you would like to monitor. Add them for monitoring by selecting them and choosing Add.

9.   On the Storage page, click Add and search for Storage you would like to monitor. Add them for monitoring by selecting them and choosing Add
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To verify configuration of monitoring

1. In the Monitoring workspace, in the Windows Azure folder and the Monitored Azure Resources folder, click Cloud Service State and verify that the Cloud Services you selected to be monitored are listed in the results pane. Do similar checks for the Role Instance State, Role State, Subscription State, Virtual Machine State and Storage State views.

2. Note that it may take a few minutes before the Azure resources you have selected for monitoring appear in the correct state views. It may also take a few minutes before they become “monitored”.



The Topology Dashboard

The Management Pack contains a Topology dashboard. The purpose is to show how the Azure objects in your subscriptions are related to each other. Note that it will show all discovered objects for all subscriptions you have configured, not only the “monitored” ones. 

The dashboard has the following functionality

· Displays of all Cloud Services contained by Subscriptions you have defined

· Discovers relationships between these cloud services and displays them in the dashboard as “connections”
· Displays instance details of the cloud services

· Ability to filter by the Production or Staging deployment slots

· Ability to filter by a particular subscription

· Ability to zoom and pan
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Ability to drill into a Service Vicinity dashboard by selecting a particular service. This dashboard shows the instance details, as well as details of each connection
A sample complex topology is shown below
Modeling Hybrid Applications via the Distributed Application template

The Management Pack contains a new Distributed Application template that enables you to model and monitor hybrid applications, i.e. applications that have some cloud-based resources, and some resources on premise. 

To create a hybrid distributed application:

1. Go to the authoring space in the Operations Manager console. 

2. Right-click on distributed applications and select Create a new distributed application
3. Provide a name and description

4. For template, use the Windows Azure Distributed Application template

5. Provide a management pack to save the distributed application and click OK

6. The distributed application consists of several component groups

a. A Client perspective component group. You can use this for any synthetic transactions (such as Global Service Monitor synthetic transactions) you have running against your application

b. A Service Components group for the Azure components

c. A SQL group for SQL databases (on premise or in Azure)

d. A generic dependencies group for any other dependencies (on premise or in Azure) that your application may have

7. Add the relevant components to the right component group and save the distributed application
8. To see the resulting distributed application, go to the Service State view in the monitoring section of the console

9. From there, you can also navigate to 2 dashboards that show Availability of the application over time and compared to provided SLAs, as well as capacity utilization of the Azure based components over time (CPU and memory utilization)

Security Configuration 

Note that these RunAs accounts are configured automatically, there is no need for you to setup these RunAs accounts.

	Run As Profile Name
	Associated Rules and Monitors
	Notes

	Windows Azure Run As Profile Blob
	
	Used by the Azure Wizards to communicate with Windows Azure

	Windows Azure Run As Profile Password
	
	Used by the Azure Wizards to communicate with Windows Azure

	Windows Azure Run As Profile Proxy
	
	Used by the Azure Wizards to communicate with Windows Azure


Links

The following links connect you to information about common tasks that are associated with System Center management packs:

System Center 2012 - Operations Manager


Management Pack Life Cycle 


How to Import a Management Pack 


Tuning Monitoring by Using Targeting and Overrides

How to Create a Run As Account  


How to Export a Management Pack 


How to Remove a Management Pack 

Operations Manager 2007 R2


Administering the Management Pack Life Cycle 


How to Import a Management Pack in Operations Manager 2007 


How to Monitor Using Overrides

How to Create a Run As Account in Operations Manager 2007 


How to Modify an Existing Run As Profile 


How to Export Management Pack Customizations 


How to Remove a Management Pack 

For questions about Operations Manager and management packs, see the System Center Operations Manager community forum.

A useful resource is the System Center Operations Manager Unleashed blog, which contains “By Example” posts for specific management packs.

For additional information about Operations Manager, see the System Center 2012 - Operations Manager Survival Guide and Operations Manager 2007 Management Pack and Report Authoring Resources 
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Important 

All information and content on non-Microsoft sites is provided by the owner or the users of the website. Microsoft makes no warranties, express, implied, or statutory, as to the information at this website.

Appendix: Known Issues

· A resource that is selected for monitoring (such as a cloud service) may still appear as “not monitored” if that resource does not have any underlying resources such as role instances. This is because the unit monitors are targeted at role instances, these then roll up health to the cloud service.

· No performance data is collected for Virtual Machines

Appendix: Management Pack Contents

Discoveries
	Discovery
	Description

	Microsoft.SystemCenter.WindowsAzure.Microsoft.SystemCenter.WindowsAzure.ConnectionDiscovery
	Windows Azure Connection  Discovery

	Microsoft.SystemCenter.WindowsAzure.Subscription.TotalDiscovery
	It discovers hosted services, deployments, roles, role instances, and storage accounts in the subscription.


Groups

	Group
	Name

	Microsoft.SystemCenter.WindowsAzure.Group.AllAzureMonitoredDeployments
	All Windows Azure Monitored Deployments

	Microsoft.SystemCenter.WindowsAzure.Group.AllAzureMonitoredResources
	All Windows Azure Monitored Resources

	Microsoft.SystemCenter.WindowsAzure.Group.AllAzureMonitoredSubscriptions
	All Windows Azure Monitored Subscriptions


Classes

	Name
	Description
	Base Class

	Microsoft.SystemCenter.WindowsAzure.Connection
	This holds the settings needed to define a single connection
	System.LogicalEntity

	Microsoft.SystemCenter.WindowsAzure.Deployment
	Windows Azure Deployment
	System.LogicalEntity

	Microsoft.SystemCenter.WindowsAzure.ExternalService
	External Service referenced by an Windows Azure Hosted Service
	Microsoft.Windows.ApplicationComponent

	Microsoft.SystemCenter.WindowsAzure.HostedService
	Windows Azure Cloud Service
	Windows Azure Service

	Microsoft.SystemCenter.WindowsAzure.PersistentVMRole
	Windows Azure Persistent VM Role
	Windows Azure Role

	Microsoft.SystemCenter.WindowsAzure.PersistentVMRoleInstance
	Windows Azure Persistent VM Role Instance
	Windows Azure Role Instance

	Microsoft.SystemCenter.WindowsAzure.Role
	Windows Azure Role
	System.LogicalEntity

	Microsoft.SystemCenter.WindowsAzure.RoleInstance
	Windows Azure Role Instance
	System.LogicalEntity

	Microsoft.SystemCenter.WindowsAzure.Service
	Windows Azure Service
	System.Service

	Microsoft.SystemCenter.WindowsAzure.SqlAzure
	
	Microsoft.Windows.ApplicationComponent

	Microsoft.SystemCenter.WindowsAzure.StorageAccount
	Windows Azure Cloud Storage
	Windows Azure Service

	Microsoft.SystemCenter.WindowsAzure.Subscription
	Windows Azure Subscription
	System.LogicalEntity

	Microsoft.SystemCenter.WindowsAzure.ServiceDeployment
	Microsoft Windows Azure Distributed Application
	Microsoft.SystemCenter.ServiceDesigner.GenericService

	Microsoft.SystemCenter.WindowsAzure.ClientPerspective
	Microsoft EnterpriseManagement Manageabiltiy Client Perspective
	Microsoft.SystemCenter.ServiceDesigner.ServiceComponentGroup

	Microsoft.SystemCenter.WindowsAzure.AzureServices
	Microsoft EnterpriseManagement Manageabiltiy Azure Services
	Microsoft.SystemCenter.ServiceDesigner.ServiceComponentGroup

	Microsoft.SystemCenter.WindowsAzure.SqlAzureServerRole
	Microsoft EnterpriseManagement Manageabiltiy SQL Database
	Microsoft.SystemCenter.ServiceDesigner.ServiceComponentGroup

	Microsoft.SystemCenter.WindowsAzure.Dependency
	Microsoft EnterpriseManagement Manageabiltiy Dependency
	Microsoft.SystemCenter.ServiceDesigner.ServiceComponentGroup

	Microsoft.SystemCenter.WindowsAzure.Function
	Microsoft EnterpriseManagement Manageabiltiy Function
	System.LogicalEntity

	Microsoft.SystemCenter.WindowsAzure.Test
	Microsoft EnterpriseManagement Manageabiltiy Test
	System.Perspective

	Microsoft.SystemCenter.WindowsAzure.Group.AllAzureMonitoredDeployments
	
	Microsoft.SystemCenter.InstanceGroup

	Microsoft.SystemCenter.WindowsAzure.Group.AllAzureMonitoredResources
	
	Microsoft.SystemCenter.InstanceGroup

	Microsoft.SystemCenter.WindowsAzure.Group.AllAzureMonitoredSubscriptions
	
	Microsoft.SystemCenter.InstanceGroup


Unit Monitors

	Monitor
	Description
	Alert Severity

	Microsoft.SystemCenter.WindowsAzure.HostedService.Certificate.Monitor
	Windows Azure Cloud Service Certificate Expiration Monitor
	Error

	Microsoft.SystemCenter.WindowsAzure.RoleInstance.Memory.AvailableMBytes.Monitor
	Monitors the available memory level.
	MatchMonitorHealth

	Microsoft.SystemCenter.WindowsAzure.RoleInstance.Processor.PercentProcessorTime.Monitor
	Monitors the performance counter Processor\% Processor Time.
	MatchMonitorHealth

	Microsoft.SystemCenter.WindowsAzure.RoleInstance.Status.Monitor
	Windows Azure Role Instance Status Monitor
	N/A

	Microsoft.SystemCenter.WindowsAzure.StorageAccount.Capacity.Monitor
	Windows Azure Cloud Storage Size Monitor
	MatchMonitorHealth

	Microsoft.SystemCenter.WindowsAzure.StorageAccount.URLWatcher.Monitor
	Windows Azure Cloud Storage Availability Monitor
	Error

	Microsoft.SystemCenter.WindowsAzure.Subscription.Certificate.Monitor
	Windows Azure Subscription Certificate Expiration Monitor
	Error

	Microsoft.SystemCenter.WindowsAzure.Test.State.Monitor
	Microsoft EnterpriseManagement Manageability Test State Monitor
	MatchMonitorHealth

	Microsoft.SystemCenter.WindowsAzure.Test.Performance.Monitor
	Microsoft EnterpriseManagement Manageability Test Performance Monitor
	MatchMonitorHealth


Collection Rules

	Collection Rule
	Purpose

	Microsoft.SystemCenter.WindowsAzure.HostedServiceNotFound.Alert
	Windows Azure Cloud Service Not Found

	Microsoft.SystemCenter.WindowsAzure.InvalidCertificate.Alert
	Windows Azure Invalid Certificate

	Microsoft.SystemCenter.WindowsAzure.InvalidHostedServiceName.Alert
	Windows Azure Invalid Cloud Service Name

	Microsoft.SystemCenter.WindowsAzure.ManagementClientAuthenticationFailure.Alert
	Windows Azure Management Client Authentication Failure

	Microsoft.SystemCenter.WindowsAzure.ModuleInitializationFailure.Alert
	Windows Azure Module Initialization Failure

	Microsoft.SystemCenter.WindowsAzure.NameResolutionFailure.Alert
	Windows Azure Remote Name Resolution Failure

	Microsoft.SystemCenter.WindowsAzure.RestOperationTimeout.Alert
	Windows Azure REST Operation Timed Out

	Microsoft.SystemCenter.WindowsAzure.Role.NetTrace.Grooming
	Windows Azure Role .NET Trace Grooming

	Microsoft.SystemCenter.WindowsAzure.Role.NtEventLog.Grooming
	Windows Azure Role NT Event Log Grooming

	Microsoft.SystemCenter.WindowsAzure.Role.PerformanceCounter.Grooming
	Windows Azure Role Performance Counter Grooming

	Microsoft.SystemCenter.WindowsAzure.RoleInstance.AspDotNetApplications.RequestsPerSecond.CollectData
	ASP.NET Applications Requests/sec (Azure)

	Microsoft.SystemCenter.WindowsAzure.RoleInstance.LogicalDisk.FreeSpaceMB.CollectData
	LogicalDisk Free Megabytes (Azure)

	Microsoft.SystemCenter.WindowsAzure.RoleInstance.LogicalDisk.PercentFreeSpace.CollectData
	LogicalDisk % Free Space (Azure)

	Microsoft.SystemCenter.WindowsAzure.RoleInstance.Memory.AvailableMBytes.CollectData
	Memory Available Megabytes (Azure)

	Microsoft.SystemCenter.WindowsAzure.RoleInstance.NetworkInterface.BytesReceived.CollectData
	Network Interface Bytes Received/sec (Azure)

	Microsoft.SystemCenter.WindowsAzure.RoleInstance.NetworkInterface.BytesSent.CollectData
	Network Interface Bytes Sent/sec (Azure)

	Microsoft.SystemCenter.WindowsAzure.RoleInstance.Processor.PercentProcessorTime.CollectData
	Processor % Processor Time Total (Azure)

	Microsoft.SystemCenter.WindowsAzure.StorageAccount.CapacityBlob.CollectData
	Windows Azure Cloud Storage Size performance collection rule

	Microsoft.SystemCenter.WindowsAzure.StorageClientAuthenticationFailure.Alert
	Windows Azure Storage Service Client Authentication Failure

	Microsoft.SystemCenter.WindowsAzure.StorageTableNotFound.Alert
	Windows Azure Storage Table Not Found

	Microsoft.SystemCenter.WindowsAzure.Test.Performance.CollectData
	Manageability Test Performance Collection Rule

	Microsoft.SystemCenter.Azure.CollectAvailabilityRule
	Collect Availability of Manageability Service

	Microsoft.SystemCenter.Azure.CollectAggregateProcessorTime
	Collect Aggregated Average Percentage Processor Time Per Role

	Microsoft.SystemCenter.Azure.CollectAggregateMemoryAvailableMegabytes
	Collect Aggregated Average Available Memory Megabytes Per Role

	Microsoft.SystemCenter.Azure.CollectRoleInstanceCount
	Collect Role Instance Counter Per Role


Views

	View
	Purpose

	Microsoft.SystemCenter.WindowsAzure.ServiceDeployment.AllActive.AlertView
	Microsoft EnterpriseManagement Manageability Service Deployment Active Alert View

	Microsoft.SystemCenter.WindowsAzure.LandingPageView
	Windows Azure Management Pack Landing Page

	Microsoft.SystemCenter.WindowsAzure.View.SqlAzureInstances
	Show state of all Sql Azure Instances

	Microsoft.SystemCenter.WindowsAzure.View.Deployments
	Show state of all deployments

	Microsoft.SystemCenter.WindowsAzure.View.HostedServices
	Show state of all Cloud Services

	Microsoft.SystemCenter.WindowsAzure.StorageAccount.View.State
	Show state of all Storage

	Microsoft.SystemCenter.WindowsAzure.View.Roles
	Show state of all roles

	Microsoft.SystemCenter.WindowsAzure.View.RoleInstance.Performance
	Show performance of all role instances

	Microsoft.SystemCenter.WindowsAzure.View.RoleInstances
	Show state of all role instances

	Microsoft.SystemCenter.WindowsAzure.View.PersistentVMs
	Show state of all virtual machines

	Microsoft.SystemCenter.WindowsAzure.View.Alert
	This view shows all active alerts for all monitored Windows Azure applications

	Microsoft.SystemCenter.WindowsAzure.View.Last24hAlerts
	This view shows all alerts (including closed) for the last 24 hours for all monitored Windows Azure applications

	Microsoft.SystemCenter.WindowsAzure.View.AspDotNetPerformance
	This view shows performance counters related to ASP.NET requests

	Microsoft.SystemCenter.WindowsAzure.View.DiskCapacity
	This view shows performance counters related to disk capacity

	Microsoft.SystemCenter.WindowsAzure.View.StorageAccountSize
	This view shows performance counters related to Windows Azure Storage Account size

	Microsoft.SystemCenter.WindowsAzure.View.NetworkPerformance
	This view shows performance counters related to network adapter utilization

	Microsoft.SystemCenter.WindowsAzure.View.PhysicalMemory
	This view shows performance counters related to physical memory utilization

	Microsoft.SystemCenter.WindowsAzure.View.ProcessorPerformance
	This view shows performance counters related to processor performance

	Microsoft.SystemCenter.WindowsAzure.View.MonitoredHostedServices
	This view shows all monitored cloud services

	Microsoft.SystemCenter.WindowsAzure.View.MonitoredDeploymentSlots
	This view shows all monitored deployment slots

	Microsoft.SystemCenter.WindowsAzure.View.MonitoredRoles
	This view shows all monitored roles

	Microsoft.SystemCenter.WindowsAzure.View.MonitoredRoleInstances
	This view shows all monitored role instances

	Microsoft.SystemCenter.WindowsAzure.View.MonitoredStorageAccounts
	This view shows all monitored storages

	Microsoft.SystemCenter.WindowsAzure.View.Subscriptions
	This view shows all discovered subscriptions

	Microsoft.SystemCenter.WindowsAzure.View.MonitoredSubscriptions
	This view shows all monitored subscriptions

	Microsoft.SystemCenter.WindowsAzure.View.MonitoredPersistentVMs
	This view shows all monitored virtual machines
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